
H O W  S E C U R I T Y  T E A M S  C A N  E V O LV E   
T O  W I N  F R I E N D S  A N D   
I N F L U E N C E  P E O P L E  🏆🥇🏵

J E S S Y  I R W I N ,  H E A D  O F  S E C U R I T Y  @  T E N D E R M I N T



W H O  A M  I ?

• I protect people from software, and I 
protect software from people.  

• Extremely non-traditional background 
for a security practitioner. 

• … extremely non-traditional ideas 
about security. 

• Two-raptor authentication 🔐💕 



W H AT  W E ’ L L  C O V E R  📖📚

• “Uh, what even is this security madness?!” 

• Winning friends 👯 

• Influencing people 😎 

• ???? 

• Improving outcomes 🎉



W H AT  I S  S E C U R I T Y ?🔐













C H A L L E N G E  
A S S U M P T I O N S  ⚡







B E C O M E  A  S E R V I C E  
O R G A N I Z AT I O N🐝







S H A R E  K N O W L E D G E🧠📚





P U T  Y O U R  B E S T  FA C E  
F O R W A R D.…



A N D  MARKET  Y O U R  W O R K  /



B U R N  D O W N  T H E  S I L O  🔥



I T  I S  D A N G E R O U S  T O  
G O  A L O N E☠  



- M E

“People are the weakest link in security!” is more 
of a comfortable excuse for many to lean on than a 
rallying cry to actually do something that changes 

the status quo. 



- M E

Speaking poorly of end-users doesn’t make our 
users smarter or our security stronger. 



– M E

“Threats shouldn’t be the only thing in our industry 
that gets to evolve— our approach to security 

should, too.” 


